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XCB also widely used? Maybe.
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“resulting bound that can be

proved is much worse than what

has been claimed by the authors.”

New efficient attack on XCBv2

for other message lengths.
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to eliminate these failures?

Do security proofs actually

reduce risk compared to

thorough cryptanalysis?
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encourage standardization

without thorough cryptanalysis?

Did the security proofs

deter cryptanalysis?


