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Quantum computers

Attacker equipped with a large Shor computer breaks RSA, DSA, ECDSA, ECDH, etc.

Retroactively decrypts intercepted ciphertexts, **whether or not they have “perfect forward secrecy”**.

No evidence that attackers have a Shor computer today. (D-Wave computer seems to be quantum but isn’t Shor.)
My probability assessment: Medium probability by 2025. High probability by 2030.