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Paper advertises AES-OCB3, which is faster. *Quel surprise!*
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Paper is also sloppy with security. Big trouble near $2^{64}$ blocks, avoided by some older schemes.
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Potential timing problem: NIST needs to take a break. ECRYPT II ends in 2012. But does this really matter?
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