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Security disasters

Attack claimed on YAMB: “2^{58}.”
Attack claimed on Py: “2^{72}.”
Presumably also Py6.
Attack claimed on SOSEMANUK: “2^{226}.”

Is there any dispute about these attacks?
If not: Reject YAMB etc. as competition for 256-bit AES.
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