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Most of cryptography is based on the classical Turing model of computation. We
consider the possibility of cryptographic primitives over BSS model of computation where
the traditional finite field Fn is replaced with the field Q. The very basic cryptographic
primitives are the one-way functions (i.e. functions that are ”easy” to compute but ”hard
on average” to invert). Unlike in the classical model where it is believed that one-way
functions exist, in this model they do exist. It is proved that in classical BSS some basic
cryptographic paradigms like encryption do not exist. We show that the situation on the
”weak BSS model” differs.

In this work, we initiate theoretical investigation of cryptography on the weak BSS
model over an arbitrary field (where P 6= NP), hoping that by studying cryptology in
this model, a new insight for the classical model of cryptography could be obtained.
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